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A. Introduction
This contribution proposes text to address shortcomings in TS 33.108 in the area of performance and quality requirements. This contribution addresses an action item assigned to CIS/Telcordia during the T1P1.SAH conference calls held on January 8, 2002 and January 14, 2002.

This contribution builds on contribution T1P1/2001-112 R0, which was submitted for discussion to T1P1.SAH at it’s August 10, 2001 meeting in Dallas, Texas, and on T1P1/2001-112 R1, which reflected actions taken by the authors to revise and resubmit as per recommendation from T1P1.SAH. The authors advise the readers to please see contribution T1P1/2001-112 R1 for additional reference material on this issue.

Revision 1 of this contribution further clarifies the proposed material and also adds options for incorporating the recommended changes.
B. Discussion

In the area of performance and quality, CIS/Telcordia believes that 3GPP TS 33.108 should be expanded in order to meet law enforcement needs.  The following text provides background information on law enforcement’s needs, and recommendations on appropriate changes. 

1. Reliability

Background: Reliability refers to the probability that a system or product will perform in a satisfactory manner for a given period of time when used under specified operating conditions (i.e., ability of a system to perform its required function for a given time interval). System reliability is typically described along with system availability, which refers to the ability of the system to be in a state to perform its required function at a given instant of time within a given interval. Availability is often described in the form of explicit agreements between parties about up- and downtimes of the systems. The ability to access and monitor all service activity associated with an interception subject on a 24 hour-per-day basis is fundamental to law enforcement.

Requirements: Some packet-based communications services may be offered with specific levels of reliability to subscribers as part of its service-level agreements.  Other packet-based communications services are offered with grades of reliability, such that there are no assurances provided for establishing a transport-layer connection to the destination point or the successful delivery of subscriber messages to their intended destinations.  In these cases, the network does not make any assurances on the quality or reliability of the communication service offered to the subscriber.

Law enforcement agencies (LEAs) need:

· the reliability of the service supporting the interception be at least equal to the reliability of the subject’s service, when the network assures the reliability of the communication service offered to the subscriber.  
· the reliability of the service supporting the interception be higher than the reliability of the interception subject’s service, when the network does not make any assurances on the reliability of the communication service offered to the subscriber.  
· the ability to access and monitor all service activity associated with the interception subject on a 24 hour-per-day basis. 

· reliable delivery to the law enforcement monitoring facility (LEMF), regardless of whether reliable delivery methods are employed by the network in offering service to the interception subject.

Recommendation:  This contribution proposes that the following text be added to the 3GPP suite of Technical Specifications for Lawful Intercept (i.e., TS 33.106, TS 33.107, TS 33.108).  The proposed text can be placed for example in Clause 6.2.3 (Reliability) of TS 33.108 or Clause 5.6 (Minimum service requirements) of TS 33.106 to explicitly address reliability requirements.  

Proposed Text:

At a minimum, the reliability of the service supporting the interception shall satisfy the following criteria:
· During the interception period, the reliability of the service supporting the interception be at least equal to the reliability of the subject’s service, when the network assures the reliability of the communication service offered to the subscriber.  
· During the interception period, the reliability of the service supporting the interception be higher than the reliability of the interception subject’s service, when the network does not make any assurances on the reliability of the communication service offered to the subscriber.  
· Full-time access and monitoring capability for interceptions such that all service activity associated with the interception subject can be accessed and monitored on a 24 hour-per-day basis.

· Reliable delivery to the LEMF regardless of whether reliable delivery methods are employed by the network in offering service to the interception subject.

2. Quality

Background: With regard to interception, quality of service refers to the quality specification of the communications channel or system used to transmit the intercepted communications to the LEMF. For example, quality of service may be measured based on quantitative factors, such as packet loss, bit error rate, or any other parameter used to measure transmission quality.

Requirements: LEAs need the quality of service of the intercepted transmissions delivered to the LEMF to comply with performance standards of NWO/AP/SvPs for the monitored packet-based communications service.

Recommendation:  This contribution proposes that  the following text be added to the 3GPP suite of Technical Specifications for Lawful Intercept (i.e., TS 33.106, TS 33.107, TS 33.108).  The proposed text can be placed for example in Clause 6.2.2 (Quality) of TS 33.108 or Clause 5.6 (Minimum service requirements) of TS 33.106 to explicitly address quality requirements.  

Proposed Text:

At a minimum, the quality of the service of the intercepted transmissions delivered to the LEMF shall comply with performance standards of NWO/AP/SvPs for the monitored packet-based communications service.  
C. Recommendation

Approve all recommended changes.
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